### Safety and Security Online

Strategies for fostering online safety, privacy, and security in support of student learning
- Identity theft, personal safety, and privacy
- Cyberbullying, pornography, and disruptive student Web sites
- Filters and computer security
- At-risk student warning signals and efficacy of scare tactics
- Social networking and online collaboration and communication

### Research and Information Fluency

Online search skills to support information fluency and student learning
- Locating and evaluating online resources
- Search items and advanced search techniques
- Subject directories, subscription databases, the “invisible web,” and primary sources
- How school libraries impact student test scores

### Manners, Bullying, and Ethics

Strategies for fostering academic integrity, addressing social and ethical concerns, and encouraging responsible digital citizenship
- Plagiarism
- Hate sites, cyberbullying, and inappropriate content
- Citations, sources, copyright, and fair use
- Character development

### Twenty-First Century Challenges

The implications of a digitally connected world for instructional strategies, and using the Internet to support the diverse needs of learners
- Millennial learning styles
- Digital equity and assistive technologies for at-risk and underserved populations
- The changing roles of librarians, teachers, and administrators

### Authentic Learning and Creativity

Hands-on practice in using the Internet to facilitate higher-order thinking skills—moving beyond copy-and-paste assignments
- Critical thinking
- Essential questions to drive learning
- Web 2.0 tools to stimulate thinking
- Inquiry-based learning and social constructivist strategies

Contact us for a demo at www.cybersmart.org, 800.615.9806, or information@cybersmart.org